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Discussion

The xBDT WID (SP-180509) states that the objective of the WID is specify the following aspects.

Comparison

Three solutions (S2-1903182 [KDDI], S2-1903389 [Convida Wireless LLC], S2-1903323 [NOKIA]) are proposed in xBDT (agenda item 6.27). In addition to these, two updates of procedures (S2-1903396[Convida Wireless LLC, KDDI], S2-1903324 [NOKIA]) are proposed.
Among the three solutions, there are the following common parts as described in Table1.
	Issue
	Solution

	1. Is the BDT policy part of a URSP rule or is it a stand-alone rule that is independent of any URSP rule?
	The BDT policy is part of a URSP rule.

	2. How to subscribe to sending the BDT policy to the UEs
	AF subscribed to it by enhancement of Nnef_BDTPNegotiation_Create and Npcf_BDTPolicyControl_Create.

	3. How to transfer the BDT policy to the UEs
	UE Configuration Update procedure as described in clause 4.2.4.3 of TS 23.502.


The following table shows the main difference among the proposals. The solution 1 and 2 adopt the same approach for the issue 2, 5, and 6.
	Issue 
	Solution1
S2-1903182, S2-1903396 (KDDI)
	Solution2
S2-1903389, S2-1903396 (Convida Wireless LLC)
	Solution3

S2-1903324, S2-1903324(NOKIA) 

	1.The contents which will be transferred to the UE
	Network area information, time window
	In addition to Solution1, Background data transfer reference ID, Time Offset, Maximum bit rate
	
Volume of data to be transferred per UE for uplink

Desired time window for uplink

Network area information for uplink

	2.Number of PDU session for background data traffic
	Per ASP (Application Service Provider).
	Same as Solution1
	Single PDU session can be shared by multiple ASP.

	3. Impact on URSP rule
	To define “Trigger information” and 
to add the new trigger information (time window and/or network area information) in order to re-valuate the URSP
	To just define “List of Background Data Transfer Policies”
	To define “UE Background Data Transfer Policy”, and propose the new two actions for URSP.

1. If the BDT policy is contained in the URSP, the UE shall consider if any existing PDU session can transfer data based on the BDT policy while performing the matching.
2. If BDT policy is contained in the URSP, the UE shall include in the PDU Session Establishment request a Background Data Transfer indicator.

	4. How to enforce the BDT policy in the PCF
	When the UE requests the PDU session for the particular DNN which is assigned for the BDT, the BDT policy is enforced. In PCF, the particular DNN and Background data transfer reference ID are mapped by the operator. There is impact on PCF.
	When the UE requests the PDU session by indicating Background data transfer reference ID, the PCF retrieve the BDT policy from that reference ID. To provide that reference ID for the PCF, there is impact on UE, AMF, SMF, and PCF
	When AF decides that the UE can start to transfer UL data (and AF indicates Background data transfer Reference ID), it triggers PCF to retrieves the BDT policy from the UDR. Utilize Rel.15 mechanism in order to retrieve BDT policy from UDR. In the case of introducing xBDT, it is not clear when the AF notifies BDT reference ID of the PCF. The AF does not know the location of UEs.

	5. What triggers the PCF to send the policies to the UE
	The PCF may choose to send the BDT policy to the UE immediately when it is created, or the PCF may wait until receiving a notification from the AMF that the UE has entered the Network Area where the policy applies, or the PCF may wait until the time window when the policy applies is approaching.It is assumed that the PCF that supports Npcf_BDT and the PCF that delivers UE policies to a registered UE are the same.
	The same as Solution1.
	When AF decides that the UE can start to transfer UL data (and AF indicates Background data transfer Reference ID), it triggers PCF to enforce the policy, and to deliver the BDT policy to the UEs. 
BDT indicator is introduced as an attribute of the PDU session to allow either the UE or the PCF to bind the AF session to the same PDU session.BDT indicator gives impact on UE, AMF, SMF, and PCF.

	6.How to treat the PDU session for the background data transfer
	Based on the time window and/or network area information, newly PDU session is established, and the PDU session is released
	The same as Solution1.
	The UE always does not establish the new PDU session based on the time window and/or network area information. 

The BDT policy is applied to the AF session that can be identified by one of the traffic descriptor used for URSP. The URSP and the Background Data Transfer Policy Rule may share the same traffic descriptor.
The UE shall consider if any existing PDU session can transfer data based on the UE Background Data Transfer Policy while performing the matching.
If there is no matching, the UE shall include in the PDU Session Establishment request a Background Data Transfer indicator.


The existing URSP framework will be used for delivery of policy information related to background data transfer from 5G core network to the UE.


The policy information content will define time window and location criteria that need to be met for background data transfer.


How and when the PCF activates/disbributes the policies related with background data transfer to the UEs will be defined.


There is a single dedicated PDU Session that is used for background data transfer which is established and released based on the background data transfer policies.
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